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Abstract. The AI marketplace engages individuals and SMEs to collabo-
rate and exchange AI artifacts by providing AI-as-a-Service to enhance the
application deployment workflow. This work discusses the findings and
experiences involved in working towards enabling security and privacy
in the AI marketplace operations that include:
(1) Protocols for transparent trading of AI artifacts that focus on (i) the
compatibility of the trained models, (ii) the reproducibility of the claimed
metrics, and (iii) the uncertainty quantification of the model decision
(2) The design of a decentralized data marketplace that uses crowdsourc-
ing methods for data collection and employs isolated environments to
preserve data privacy during model training.
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